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Dear Bidders,

RE: ADDENDUM NO. 2

TENDER NO. KPA/049/2025-26/ICT-SUPPLY, INSTALLATION,
TESTING, COMMISSIONING & MAINTENANCE OF VULNERABILITY
ASSESSMENT SOLUTIONS, A REVAMPED PATCH MANAGEMENT
SOLUTION AND ACTIVE DIRECTORY MANAGER.

Pursuant to clause 10.1 of the tender document, the Authority hereby
issues the following clarifications: -

NO. | CLARIFICATION REQUEST RESPONSE

1, | Active Directory Manager Scope: Azure AD included
Should the solution focus only on-premises
AD management, or is Azure AD/hybrid
identity management also within scope?
2. | Integration Requirements: Yes SIEM - CrowdStrike,
Are there specific SIEM, ITSM, or monitoring | ITSM - LAN Support and
tools already in use at KPA that the proposed | monitoring - SolarWinds
solutions must integrate with?
3. | Vulnerability & Patch Management: Please refer to section V
Are agent-based, agentless, or both
scanning/patching methods acceptable? Is
there a preferred patch testing/approval
workflow?
4. | Compliance Reporting: Please refer to section V
Are there specific regulatory frameworks
(ISO 27001, NIST, Data Protection Act 2019,
etc.) that must be supported in reporting?
5. | Support Requirements: Is 24/7 or local | Yes, please refer to the
(Kenya-based) technical support mandatory | mandatory requirements
during implementation and maintenance? in section III

All other copditions of the tender remain the same.
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